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Abstract- Mobile ad-hoc network (MANET) is network of mobit@des, in which each node act as a router. As
nodes in mobile ad-hoc network are mobile, so ésdoot has fixed infrastructure and no fixed togglthat is,

it has dynamic topology of the network so the paftthe data transmission is get changed continypsslthere

is need of efficient dynamic routing protocols. Tdifferent protocols are proposed by researchefmis the
route efficiently. In this paper, we study sometoke routing algorithms like ad-hoc on demandadise vector
(AODV), dynamic source routing algorithm (DSR) asdivanced dynamic source routing (ADSR) proposed by
the researchers.

Index Terms- MANET, AODV, DSR, ADSR

1. INTRODUCTION 2. ROUTING PROTOCOLSIN AD-HOC

Mobile Ad-hoc Network is self-autonomous wirelessRouting is the key challenge in mobile ad hoc
network of mobile nodes. These networks have ngetworks and challenge becomes more difficult and

fixed access points while every node could be route;omplicated when the size of network increase.
All nodes are mobile, capable of movement and @n outing protocols are classified into different

connected dynamically. These networks are seli- : di . hich th
configurable and autonomous systems consisting gftegories according to manner in which they are

routers and hosts. These nodes are constrained '@cting to network when network topology changed.
power consumption, bandwidth, and computationdRouting protocol classified into proactive protoeold
power. MANETS lack central administration and priorreactive (on demand) and several protocols exist as
organization, so the security issues are diffeeend  hybrid protocol[3].

thus requires different security mechanisms than in

conventional networks. Wireless links in MANETS Reactive protocol: Reactive protocols only finds
make them more prone to attacks. It is easier fQp 1o \when there is a need to send data. The source

hackers to attack these networks easily and thirs ga . : -
access to confidential information. They can alsgOde will start routing by transmitting route reqte

directly attack the network to delete messages, ad@oughout the network. The sender will then wait f
malicious messages, or masquerade as a node. Tihie destination node or an intermediate node (that
violates the network goals of availability, intagri a route to the destination) to respond with a dist
confidentiality, authenticity and authorization.intermediate nodes between the source and
MANE_T require an ext_rem_ely er_X|bIe_ technology f_‘”destination[?].

establishing communications in situations which

demand a fully decentralized network without anypygactive protocol: Proactive protocols are table-
fixed base stations, such as battlefields duringswa driven and will actively determine the layout ofeth

military applications, and other emergency searah a « Th h | h ; K
rescue situations at the time of disasters. Rotiting "€tWork. Through a regular exchange of networ

ad-hoc networks faces additional problems ankPPology packets between the nodes of the netveork,
challenges when compared to routing in traditionatomplete picture of the network is maintained argv
wired networks[1].MANETs offer several advantagesingle node [7].

over traditional networks including reduced

infrastructure costs, ease of establishment antt fain this paper we review the different routing

tolerance, as routing is performed individually byprotocols proposed by the researchers like Ad-hoc o

nodes using other intermediate network nodes Qemand distance vector(AODV), dynamic source
forward packets, this multi-hopping reduces theoutin DSR) and advanced dvnamic  source
chance of bottlenecks, however the key MANE o ) y

attraction is greater mobility compared with wired"oUting(ADSR).
solutions[1][2].
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checks whether a route exists in

its cache. If a route does not exist, source brastdca

Route Request (RREQ) message. This
2.1. Ad-hoc on demand distance vector message contains the source ID, destination ID, and

Ad-hoc on demand distance vector is on deman'tge tme-to-live - (TTL) for this  request

version of Dynamic Destination-Sequenced Distanc:edny intermediate node that receives the RREQ,

. ppends its identity to the RREQ message
Vector (DSDV) protocol[9]_.|n .AOD\./[1_4]’ Wh_en @ and rebroadcasts the RREQ while decreasing TTL
source has data for a destination , it first chda€tls

¢ ists in it h imilar to DSR). If ae® field by one. If a receiving node is the
:joue EXI?S n Its cache (ng'a(; Ot )- RRaé fdestination (or has a route to the destination),
0€s ot exist, source broadcasts a Q Yestination responds to source with a route reply
destination. A receiving node will rebroadcast th

. L9 ?RREP) message containing the entire path PSD
RREQ fitis _not_dest_mgnon, It doe_s not haveaaled between source and destination. The RREP follows
route to destination, it is the first time thatstiRREQ

is received. and the TTL field is not equal to zdfo the reverse path from the one indicated in theivede

il al d the identity of th h iahb RREQ. Note that because of the flooding naturédef t
will also record the identity of the one-hop nNeigno ., ;e discovery process, the destination can receiv

that broadcasted the RREQ. Once the RREQ reacr}gﬁEQs indicating multiple paths from the source. It

the destina}tion, .it replies with a RREP messgge’s Thc n then choose the path that satisfies the satecti
message is unicasted to the one-hop neighbor

oS . tric, which is typically th llest b 5
destination that transmitted the RREQ. In the sa etric, which is typically the smallest number ob

) : dicated by the smallest number of intermediate
manner, the RREP will be unicasted back to th odes in the RREQ). source node broadcasts RREQ to

source, using the recorded one-hop neighbors ti\@ nei ' P :

L . ghbor’'s nl1 and n3. If destination is noarid,
0;'QES§3 the R_RI_EIQ' tThethR?E(fQ E)rsvvRardPhg procle%?ltermediate nodes will further broadcast this
0 IS simpiar 1o that o ' € OnlYy RREP to their neighbors, until destination is found

difference is that RREQ does not contain any patQnother node has a route to destination. Durireg th

information. Intermediate ners record the idgraff rocess of RREQ forwarding, each intermediate node
the upstream neighbor during the RREQ phase ag‘%ﬂs its identification number to the RREQ. Each

downstream neighbor during the RREP phase. Ea EQ is broadcasted only once by each node, and

RREQ is also broadc.asted only once, and hgncg, ¥nce, any other RREQ that arrives later from other
ot_her RREQ that arrives Iat_er f_rom_ other dIreCtIOI"%}Iirections will be discarded. Once RREQ arrives at
W!” be d|s_carded. Once (_jestmatlon is found, a I:"REdestination, it replies with a RREP, which traverse

will be unicasted to S, with each node forwardihg t the reverse path indicated by the RREQ. This mth i
RREP to the recorded upstream neighbor .AOD also typically the shortest[12][14] '

typically finds the shortest path[3][4][5][6]. '
22, Dynamic source routing 2.3. Advanced dynamic source routing

. . . . Ad dD ic S Routing (ADSR tocol
The dynamic source routing (DSR) is a reactive vanced Dynamic Source Routing ( ) protoco

routing protocol, which is suitable for medium sizéS e>.<tends DSR protocol by flooding the _RREQ. for
multi-hop mobile ad hoc network . This protocolMobile Ad-hoc Network[9]. Purpose of this routing
restricts the bandwidth consumed by control pabket protocol is to control the congestion in the networ
eliminating the periodic table update messagesnd reduce the route reply storm, by which the
required in table-driven approach. The DSR workgroughput of the network gets improved. This nogti
well in high rates of mobility and it has very rdpi roi0c0l also reduced the energy/power consumed by
recovery mechanism, when routes in network change[ﬁ. o . .

e nodes participating in the data transmission

The protocol purely works on on-demand basis.do al d d destinati d
allows the source node to choose multiple routes R)etween source node and destination node(8].

destination for balancing the load. Its procesdaion _ N

two mechanism “Route discovery” and “Route! O established path between source to destinatied u
maintenance”. The fundamental method of routéDSR algorithm. ADSR is also same as DSR. But in
structure in DSR is to flood ‘Route Request’ padket ADSR extra field must be added into conventional
network. When destination node receives ‘ROUtRREQ in DSR protocol. When source node floods
Request’ packet it replies back to source by s@ndilRRgQ it appends its location, speed and directitm i

Route Reply’ packet, which contains the routgne contol packet. ADSR includes discovery and
traversed by the ‘Route Request’ packet receivdd[1 i int h Routing di d
DSR protocol is a group of two main mechanismiUtNg Maintenance phase. Rouling discovery an

which work together to allow the discovery andouting maintenance monitor predict the future
maintenance of source routes in the ad-hoc netwolRformation about available path. When a source
[11]. When a source has packets for a destinatibn ;initiate routing request to a destination, fireeck its
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routing catch. If path is exist then source sefaost [6]. Charles E Perkins,Elizabeth M
suitable path to send data packets[9]. SOYQF"Ad hoc On Demand Distance Vector
outing"

When the destination node receives RREQs packets, i
. . . . 7]. Mohammed BOUHORMA, H. BENTAOUIT,
will obtain all feasible paths meeting the dela

; i '’A.BOUDHIR"Performance Comparison of Ad-hoc
requirement. It begins to send RREP to the sounde a  Routing Protocols AODV and DSR"27 March
the link stability time will be copied in RREP. Whe 2016

the source receives RREP, it calculates the erahtb-

delay of each route and stores it to routing cathes 8- Ranjini K’Implementation and Performance
y N volution of ADSR Routing Protocol for

each routing cache includes corresponding lin ANET"Volume 3, Issue 3, May-June, 2015 ISSN
stability time and delay. Finally, the source vedllect 2091-2730 ' ’ ’

the best route among all feasible paths and use it
send data packets. Once the source node receiveBl Youyuan Liu"Advanced Dynamic Source Routing
RREP, it will delete the corresponding routes frigsn With QoS Guarantee”28,Dec. 20

own routing cache. Then it checks whether there a[fO] Jie Liy, Hisao Kameday and Yi Panz"Study on
other routes to destination in the routing cacheyynamic Source Routing Protocols for Mobile Ad
Among all of the feasible routes found, it selettts Hoc Networks"

best route to send packets [9]. )

[11]. Anjesh Kumar,Er. Lalit Himral"Enhanced
Dynamic Source Routing (DSR) in MANET"Volume
3.CONCLUSION 5, Issue 5, May 2015 ISSN: 2277 128X
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the system.
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