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Abstract :This paper based on online cloud storage for making double authentication screen. In this paper everything based on 

online android web browser for double authentication privilege in AWS. This paper contains numbers of screens. They are 

Owners privilege, Users, CIA Privilege and CSP (Cloud Service Provider) Privilege. This paper major objective is to analysis 

about cloud security for double authentication OTP Screen Windows. Every privilege having authentication for more security in 

cloud storage. Numbers of owners, Numbers of Users and Only one CSP, CIA Privilege. If we implemented this paper no one 

misuse techno internal data through to these mobile apps. This paper implemented CIA Framework technology for OTP 

verification code and raised request code for file upload or download. In this paper have two OTP Code. One for request code 

one more for File Upload. This paper give more confidently secrete data from cloud to maintain lifelong more securities. 

 

1. INTRODUCTION 

It’s the development of cloud storage based on CIA APPS 

(Cloud Information Accountability) under Owners permission 

for cloud login. This system user have double authentication 

for security in online brisk technologies servers. We have 

number of owner and each and every owner create their 

personal accounts do to login screen. Owner login for first 

authentication with that get more sub menus following (View 

Users, file upload, send request to CIA, View OTP code, 

reload Cost ECT.). After that raised a request to CIA and login 

CIA Screen and see request and granted their request.  

To store more data based on cloud space under AWS (Brisk 

techno server domain). We are going to use online production 

server to maintain double authentication belongs to double 

login and check whether their permission granted or not, If 

granted their given permission to file upload or file download 

to Owners and Users. 

 

2. SYSTEM DESIGN 

System design concentrates on moving from problem domain 

to solution domain. This important phase is composed of 

several steps.  It provides the understanding and procedural 

details necessary for implementing the system recommended in 

the feasibility study.  Emphasis is on translating the 

performance requirements into design specification. The 

design of any software involves mapping of the software 

requirements into functional modules. The developing a real 

time application or any system utilities involves two processes.  

The first process is to design the system to implement it. The 

second is to construct the executable code. Software design 

has evolved from an intuitive art dependent on experience to a 

science, which provides systematic techniques for the software 

definition. The software design is a first step in the 

development phase of the software life cycle. Before system 

design the user requirements have been identified, information 

has been gathered to verify the problem and evaluate the 

existing system.  

 

3. IMPLEMENTATION AND RESULTS 

 System implementation is the stage in this mini project where 

the theoretical design is turned into a working system. The 

implementation phase constructs, installs and operates the new 

system. The most crucial stage in achieving a new successful 

system is that it will work efficiently and effectively. 
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    Fig 3.1 User flow control 

 

3.1 Owner  

It’s the development of cloud storage based on CIA APPS 

(Cloud Information Accountability) under Owners permission 

for cloud login. This project we have double authentication for 

security in online brisk technologies servers. We have number 

of owner and each and every owner create their personal 

accounts do to login screen. Owner login for first 

authentication with that get more sub menus following (View 

Users, file upload, send request to CIA, View OTP code, 

Reload Cost ECT.). After that raised a request to CIA and 

Login CIA Screen and see request and granted their request.    

3.1.1 Owner sub module 

In this module user can develop any kind of cloud computing 

android apps based on these privilege authentication windows. 

In these apps belongs to brisk technologies purpose not for 

others. After login will get main menu from the android apps.  

 View Users Details. 

 File Upload. 

 CIA Request. 

 CIA Request OTP. 

 File Reload. 

 Logout 

1. View Users Details 

To view all users information for their personal cloud access 

data from the brisk techno cloud. 

2. File Upload 

To upload file from the brisk techno server into android AWS 

cloud location before that raised the request for privilege from 

the CIA Request. 

3. CIA Request 

 This is getting grant privilege from the AWS server for make 

double authentication or double login windows. 

4. CIA OTP 

After grant privilege from the CIA screen, we will get OTP 

numbers from the AWS Brisk techno Server. 

5. File Reload 

In case any virus occur from the AWS server, Our file will be 

spoiled that ways , user are doing ones again upload the same 

file and same location. 

6. Logout 

After that all action from the brisk techno, the system can 

terminate our brisk techno server from the AWS Cloud. 

 

3.2 User 

It’s the development of cloud storage based on CIA APPS 

(Cloud Information Accountability) under Users permission 

for cloud login. This project we have double authentication for 

security in online brisk technologies servers. We have number 

of Users and each and every owner create their personal 

accounts do to login screen. Users login for first authentication 

with that get more sub menus following (View Users, file 

download, send request to CIA, View OTP code, Download 

Cost ECT.). After that raised a request to CIA and login CIA 

Screen and see request and granted their request. 

     

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 3.2 Admin flow control 
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3.2.1 User sub module 

In this module user can develop any kind of cloud computing 

android apps based on these privilege authentication windows. 

In these apps belongs to brisk technologies purpose not for 

others. After login will get main menu from the android apps.  

 View Owners Details. 

 File Download. 

 CIA Request. 

 CIA Request OTP. 

 File Download. 

 Logout 

1. View Users Details 

To view all users information for their personal cloud access 

data from the brisk techno cloud. 

2. File Upload 

To download file from the brisk techno server into android 

AWS cloud location before that raised the request for privilege 

from the CIA Request. 

3. CIA Request 

 This is getting grant privilege from the AWS server for make 

double authentication or double login windows. 

4. CIA OTP 

After grant privilege from the CIA screen, we will get OTP 

numbers from the AWS Brisk techno Server. 

5. File download 

In case any virus occurs from the AWS server, Our file will be 

spoiled that ways, we are doing ones again Download the same 

file and same location. 

6. Logout 

After that all action from the brisk techno, we can terminate 

our brisk techno server from the AWS Cloud.    

3.3 Cloud Storage 

To store more data based on cloud space under AWS 

(Brisk techno server domain). We are going to use online 

production server to maintain double authentication belongs to 

 double login and check whether their permission granted or 

not, If granted their given permission to file upload or file 

download to Owners and Users 

    We have three major brisk technologies Cloud server mode 

following 

1. Brisk Cloud (Implemented). 

2. AWS Cloud. 

3. Google Cloud. 

3.4 CSP 

Cloud Service Provider (CSP) based on CIA Mobile 

Apps; this is mediator between Owners to Users and Users to 

Owners based on cloud storage. 

 

3.4.1 CSP sub module 

CSP is a third party auditing for monitor all cloud 

storage file, whether safe or not, because of double 

authentication windows belongs to our brisk techno server. 

Following  

 View Owner Details. 

 View Users Details. 

 View File Upload Details 

 Logout. 

1. View Owner Details 

To record “how many owner registered with brisk techno” for 

set more privilege in our documents or images.  

2. View Users Details 

To view numbers of users registered with brisk techno server 

3. View File Upload Details 

To view all documents for date and time (uploading date and 

time) 

4. Logout 

Close the CIA Android Apps Screen. 

 

4. CONCLUSION 

In this paper proposed innovative approaches for automatically 

logging any access to the data in the cloud together with an 

auditing mechanism. This paper approach allows the data 

owner to not only audit his content but also enforce strong 

back-end protection if needed. Moreover, one of the main 

features of our work is that it enables the data owner to audit 

even those copies of its data that were made without his 

knowledge. 
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